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10 CFR Ch. I (1–1–98 Edition)§ 1.34

LPDR program, and for providing edi-
torial and related publications serv-
ices; and

(e) Manages the production, printing,
and copying of NUREGs and other offi-
cial NRC publications and maintains
NRC liaison with the Joint Committee
on Printing.

[54 FR 53315, Dec. 28, 1989]

§ 1.34 Office of Information Resources
Management.

The Office of Information Resources
Management—

(a) Manages the centralized informa-
tion resources of the agency in the
areas of computer hardware and soft-
ware, systems development, tele-
communications, and information sup-
port services including document con-
trol and distribution, central files,
records management and services, the
Library, and graphics; and

(b) Participates in the review of in-
formation resources management poli-
cies, practices, and procedures on an
NRC-wide basis, and in consultation
with cognizant officials, makes rec-
ommendations for appropriate im-
provements.

(c) Provides oversight and quality as-
surance for the design and operation of
the Licensing Support System (LSS)
services and for the completeness and
integrity of the LSS database, ensures
that the LSS meets the requirements
of 10 CFR Part 2, Subpart J, concerning
the use of the LSS in the Commission’s
high-level waste licensing proceedings,
and provides technical oversight of
DOE in the design, development, and
operation of the LSS.

[54 FR 53315, Dec. 28, 1989, as amended at 59
FR 63882, Dec. 12, 1994]

§ 1.35 Office for Analysis and Evalua-
tion of Operational Data.

The Office for Analysis and Evalua-
tion of Operational Data—

(a) Analyzes and evaluates oper-
ational safety data associated with
NRC-licensed activities to identify
safety issues that require NRC or in-
dustry action;

(b) Provides timely feedback of find-
ings and evaluations to NRC staff, li-
censees, Congress, the public, and orga-
nizations, as appropriate;

(c) Identifies NRC needs for oper-
ational data and related technical in-
formation and provides the NRC focal
point for coordination of generic oper-
ational safety data and systems with
the industry and other agencies;

(d) Develops and manages the NRC
program for response to incidents and
emergencies, including the timely noti-
fication of events to NRR, NMSS, and
the Regions, as appropriate;

(e) Develops and provides appropriate
technical training for NRC staff;

(f) Develops and manages the agency
program for reactor performance indi-
cators;

(g) Develops and directs the agency
program for diagnostic evaluations and
for investigation of significant oper-
ational incidents;

(h) Manages and conducts the sup-
port functions for the Committee to
Review Generic Requirements (CRGR)
in a manner that is consistent with
CRGR charter; and

(i) Ensures the administrative proc-
esses and functions specified in the
CRGR charter are implemented in a
thorough and timely manner.

§ 1.36 Office of Investigations.
The Office of Investigations (OI)—
(a) Conducts investigations of licens-

ees, applicants, their contractors or
vendors, including the investigation of
all allegations of wrongdoing by other
than NRC employees and contractors;

(b) Maintains current awareness of
inquiries and inspections by other NRC
offices to identify the need for formal
investigations;

(c) Makes appropriate referrals to the
Department of Justice;

(d) Maintains liaison with other
agencies and organizations to ensure
the timely exchange of information of
mutual interest; and

(e) Issues subpoenas where necessary
or appropriate for the conduct of inves-
tigations.

[54 FR 53315, Dec. 28, 1989]

§ 1.37 Office of Small Business and
Civil Rights.

The Office of Small Business and
Civil Rights—

(a) Develops and implements an ef-
fective small and disadvantaged busi-
ness program in accordance with the
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